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Show Them You're an Information Security Expert.
Get the Premier Cybersecurity Certification

The CISSP is the gold standard of cybersecurity certifications

Hailed as the Gold Standard of information security certifications, the Certified Information Systems Security
Professional (CISSP) continues to be sought by IT security experts worldwide.

Prove you have what it takes to protect your organization from malicious hackers and threats with the Certified
Information Systems Security Professional (CISSP®) certification. Demonstrate your knowledge, advance your
career and become a member of a 130,000-strong community of cybersecurity leaders that's setting the bar
for professionals across the information security workforce

Course Content focuses on following Eight Domains

. Security and Risk

. Asset Security

. Security Architecture & Engineering

. Communication and Network Security
. Identity and Access Management (IAM)
. Security Assessment and Training

. Security Operations

. Software Development Security

0O N O UL B WIN -

Who Should Attend

The CISSP is ideal for those working in roles such as:

» Security Consultant * IT Director/Manager

* Security Analyst * Director of Security

* Security Manager * Network Architect

» Security Auditor * Security Systems Engineer

» Security Architect * Chief Information Security Officer
or

« Want to gain more respect from your peers and boss, while you strengthen your skills and confidence
as a security professional.

Exam Information

The CISSP Exam uses Computerized Adaptive Testing (CAT)

* Length of the Exam :- 3 Hours

* No of Questions :- 150

* Question Format :- Multiple Choice
» Passing Marks :- 700 out of 1000 Duration
« Exam Level Availability :- English 5 Days

* Testing Centre :- (ISC)2 Authorized PPC and PVTC Select Pearson

VUE Testing Centers

Pre Requisite

Candidates must have a minimum of 5years cumulative paid full-time work experience in two or more of the 8
domains of the (ISC)2 CISSP CBK . Candidates may receive a one year experience waiver with a 4-year college
degree, or regional equivalent or additional credential from the (ISC)2 approved list, thus requiring four years of
direct full-time professional security work experience in 2 or more of the 8 domains of the CISSP CBK.

Don't have the experience? Become an Associate of (ISC)2 by successfully passing the CISSP exam. You will have
6 years to earn your experience to become a CISSP.

Book Now for Early Bird and Combo Offers



